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1. Background

Along with other constituencies, the BC has been asked to provide further questions on the 2005 round of new sponsored top-level domain names (sTLDs) to complete a project manager’s report. It is critical to remember that this recent round is a continuation of the proof of concept round. The Council was clear in its tasking of the project manager that this is not an definitive assessment within the proof of concept round. This report is intended to identify :

· those aspects of the sTLD process that went well and

· those aspects that might be improved in the future.

The goal of this effort is to describe lessons learned during the recent round. 

In this round the following set of outcomes had been achieved as at January 2006:

Domain name
Outcome

.travel (for the travel trade and customers)
awarded

.jobs (for job seekers) 
awarded

.cat (for the Catalan cultural community)
awarded

.post (for post offices and postal users)
awarded

.mobi (for mobile telephone users) 
awarded

.tel (Telnic -  for telephony services)
awarded




.asia (regional)
under negotiation

.xxx (adult content).
under negotiation




.mail (for mail services)
rejected

.tel (Pulver – for telephony services) 
rejected

2. The BC position on the concept of sTLDs

As outlined in previous position papers and most recently in the White paper on internet domain name expansion June 2005 the BC supports the concept of sTLDs as the optimal way to expand the name space, for the following reasons:

· sponsored TLDs establish competition with .com because they provide TLDs that have an identity: companies are provided an incentive to migrate to the sponsored TLD to take advantage of a form of brand identity within their sector. 

· sponsored TLDs identify a community that has reason to maintain and encourage registration in the TLD space, and reason to maintain an accurate and authenticated WHOIS.

· sponsored TLDs prevent cyber-squatting and fraud because there is control and validation of who registers in the sponsored space.

· sponsored TLDs provide improved searchability with more relevant results. 
3. The BC position on the 2005 round
The BC believes that the criteria provided in the request for proposals (RFP) were not applied with consistency. Many of the criteria in the RFP reflected the BC’s own criteria – see annex for more detail on the BC’s  criteria.
It appears that the evaluators chose to approve some TLDs as sponsored which had challenges in meeting certain RFP criteria. In particular the BC believes that the evaluators chosen were well qualified to consider technical and financial competence but did not see the same qualifications demonstrated in the consideration of the criteria of sponsor, sponsored community and diversity.  

In considering the process the BC asks the following questions:

Applicants

· did applicants ask for clarification to understand what constituted a sponsored TLD? If they sought such clarification, who provided it? The evaluators, or ICANN staff? Was this provided uniformly in writing to all applicants, or on a case by case basis? 

· did the applicants agree with the guidance they were given by the evaluators? 

Evaluators

· did the evaluators have question or lack of clarity about what constitutes sponsorship? 

· did evaluators approve applicants even when the evaluators were unclear in their understanding of what constitutes sponsorship?

· did evaluators have other questions that they needed answered?

· did evaluators seek clarification from anyone, and if so, whom? 

· did evaluators ask questions of clarification for the GNSO Council?

4. Lessons learned and next steps

· The fact that the evaluators lacked complete enough guidance, or were unable to apply criteria properly does not undermine the positive concept behind sponsored TLDs. 

· Based on the review of the report of the evaluators available, it appears that the criteria for “sponsored” and “sponsored community” would benefit from further clarification. The BC would welcome the opportunity to work with ICANN staff in the drafting of such clarification, building on the RFP’s criteria, but making appropriate modifications.

· The experience and expertise of evaluators is paramount.  The BC would welcome the opportunity to work with ICANN staff on the criteria for selection of future evaluators.  

· When ICANN staff, or consultants retained by ICANN, are unclear about how to apply a recommendation from the GNSO Council, they should return to Council for further guidance. This should be made a routine instruction in future GNSO policy. 

· The BC supports a comprehensive assessment by an independent consultant of this recent round of sTLDs within the proof of concept round.

Annex - criteria for evaluation on sTLD
As outlined in previous position papers and most recently in the White paper on internet domain name expansion June 2005,(www.bizconst.org) the BC believes that sTLD applications that comply with the following 13 criteria should be accepted. Those that do not and cannot adjust themselves to meet the criteria, should be denied.

1. Principles. Does the application conform to these five principles?

a
 Differentiation 
a gTLD must be clearly differentiated from other gTLDs. 

If a new registry/sponsor proposed a name that promised differentiation which seemed reasonably achievable, that should be sufficient. Whether the applicant subsequently succeeded in achieving true differentiation would be a function of the success of its business model.



b
 Certainty 
a gTLD must give the user confidence that it stands for what it purports to stand for.

A new gTLD proposal should propose names that assist the Internet end-user to determine the relationship of the name and its stated purpose. However, a name should not be dismissed because it seems esoteric to the general populous so long as there is a defined population to whom it has relevance.



c
 Good faith 
a gTLD must avoid increasing opportunities for bad faith entities who wish to defraud users.

A new gTLD proposal should avoid names that have the potential to confuse net users because they are typographically similar to, variants of, or derived words from, existing gTLDs. Equally, confusion with popular marketing terminology or brand names should be avoided unless a bona fide rationale for the similarity and a means to address confusion were apparent.



d
 Competition 
a gTLD must create value-added competition.

A new gTLD should add-value to the domain name system. The purpose of introducing new names is to make the domain name system more useful and more accessible to broader communities of interest and to more end users. A name which seemed to be simply duplicative me-too competition should be avoided.



e
 Diversity 
a gTLD must serve commercial and non-commercial users.

Similar gTLDs could co-exist if they served different types of users and in that way were differentiated.



2. Is it sponsored? Does the application fit the definition* of sponsored domains? Does the application demonstrate that the new sTLD string will serve a “sponsored community” as defined by the GNSO?  

3. Community support. Does the sponsoring entity have broad and documented support from the community who would register in the new domain space? 

4. Diversity. Is there global diversity in the sponsoring entity and global support for such a TLD?   

5. Sufficient resources. Has the sponsor provided documentation of sufficient financial and administrative resources to ensure the stable operation of the TLD, even with slower than expected registrations? 

6. Technical competence. Does the applicant demonstrate fail-safe 24/7 worldwide ability for technical and operational management of the registry?  

7. Risk of failure. Does the sponsor provide proper documentation of escrow? Is there a process (such as the transfer of the zone file information to another registry) to protect registrants in the event of registry failure?

8. Registrant Compliance. Does the sponsor’s proposal demonstrate the necessary administrative processes to ensure registrants comply with the defined sTLD policy? 

9. ICANN policies. Does the sponsor or subsequent registry operator agree to comply with other ICANN consensus policies as appropriate such as WHOIS, UDRP, Deletes, or Transfers?

10. Sunrise period. Is there an adequate mechanism to ensure that trademark holders who will be forced to defensively register in the TLD have a “first option” on the relevant domain names, such as a “sunrise period”?  Is there an adequate “resolution of disputes” during this process? 

11. Who can register? What are the rules about who is permitted to register second-level domain names and about what activities are or are not appropriate on the corresponding sites? 

12. Charter compliance.  Does the application include a system to make sure that prospective domain name applicants qualify for registration under the sponsor's charter prior to obtaining a domain name registration?

13. Charter violation. What is the mechanism to ensure efficient resolution of violations of the sponsored gTLD's charter?  What is the mechanism for removing an offending domain name from the namespace?

* ICANN definition: A Sponsor is an organization to which ICANN delegates some defined ongoing policy-formulation authority regarding the manner in which a particular sponsored TLD is operated. The sponsored TLD has a Charter, which defines the purpose for which the sponsored TLD has been created and will be operated. The Sponsor is responsible for developing policies on the delegated topics so that the TLD is operated for the benefit of a defined group of stakeholders, known as the Sponsored TLD Community, that are most directly interested in the operation of the TLD. The Sponsor also is responsible for selecting the registry operator and to varying degrees for establishing the roles played by registrars and their relationship with the registry operator.
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